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LCOS 10.92 enhances the security of your IT infrastructure. The new LANCOM Security Essentials Option – combining the 

Content Filter and BPjM module – enables you to reliably protect your networks against threats such as ransomware, phishing, 

malware, and credential theft, while also shielding underage users from inappropriate content.

LCOS 10.92

An update for enhanced network security
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Cloud-based network security

Support of the LANCOM Security 

Essentials Option

Software upgrade for LANCOM SD-WAN Gateways, 

SD-WAN Central Site Gateways, and WLAN controllers

Protect networks against threats such as ransomware, 

phishing, malware, and credential theft

Includes: 

• Category-based filtering rules for web content 

• Time- and profile-based configuration

• Comprehensive usage statistics

• Configurable category-based website overrides

• Unlimited number of users

• Blocking of harmful content for minors using the website

list provided by the German Federal Review Board for

Media Harmful to Minors (BzKJ)

Highlight
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Further improvements

Many other improvements for the administration and operation of modern networks
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Thank you! 


